
3 common myths, busted

Cyber insurance



If you invest enough in IT security,
cyber insurance is unnecessary

Myth 1

No matter how much a company invests in IT security,
they will never be 100% secure. Cyber attacks are
always developing, and, unfortunately, humans also
make mistakes (like clicking on phishing links)

Busted



If your IT is outsourced, you don’t
have exposure 

Myth 2

Even if this is the case, the chances are you’re still
liable — and it would be a risky gamble to assume
you’ll be successful in claiming back damages from a
third-party

Busted



If you use a third party cloud
provider, the risk is with them

Myth 3

If the cloud service provider suffers an attack and
goes down, meaning you cannot operate, it is your
business that will suffer first party business
interruption — and the additional costs incurred in
attempting to continue trading

Busted



Get covered

cyberinsurance
@thecleargroup.com


